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1. Which data is recorded, how is it used and how long is it stored? 

1.1 While visiting the portal  

While visiting the portal, the automatic information is sent to the server of 
our website through the browser used on your terminal device. This 
information is temporarily stored in a log file. Thus, the following 
information is recorded without your assistance and stored till the 
automatic deletion:   

 IP-address of the requesting computer, 

 Date and time of the access, 

 Name and URL of the retrieved file 

The logged data is exclusively used for the purpose of data security, 
especially for protection against hacking attacks on our web server and for 
statistical evaluations. It is neither used for creating individual user profiles 
nor forwarded to the third-party and is deleted after 7 days.  

The legal basis for the data processing is Art. 6 Abs. 1 S. 1 lit. f GDPR. Our 
legitimate interest is followed by above listed purposes for data collection. 
We never use the collected data for the purpose of drawing conclusions 
about you personally. 

1.2 while using the portal  

A stable communication between the business partners is essential, in 
order to ensure the business processes in the applications. Thus, the data 
must be stored in the portal while setting up your account and creating 
business data, from which some can also be of personal nature. The storing 
of contact information is required, in order to collect the information 
between different business partners within the (purchase) organization as 
well as between (purchase) organization and their suppliers. For this 
purpose, we save your personal data (including your username, password, 
name, address, email address, landline number, mobile number, fax number 
and your profile photo). If you participate in the purchase processes (e.g. for 
requests, RfPs, auctions, contracts, orders etc.), then this data can be 
displayed to the other users participating in this process (who are 
authorized to access these processes). 

Furthermore, the business-critical transaction data, which serve the 
revision purposes, is stored in the internal logs, as this is required for an 
effective monitoring of business processes. This includes the access (read-
only mode) to critical data, files or application pages as well as changes in 
this data (write mode), which are made in your account.  

Personal data is to be deleted if there is no need for further storage. The 
data is required and stored at least for the duration of business relationship. 
In case of existence of the legal retention period, the deletion comes into 
question only after the expiry of respective retention period. 

The legal basis for data processing is 6 Abs. 1 S. 1 lit. a, 6 Abs. 1 S. 1 lit. b 
and. 6 Abs. 1 S. 1 lit. f GDPR.  

1.3 while activating our customer support  

If you seek the customer support and report a problem with respect to your 
user account or associated transaction data, an expert may access this 
account, in order to provide a solution. If in this case you give your consent, 
your access data shall be used by Deutsche Telekom MMS GmbH 
exclusively for resolving the problem reported by you.  

The legal basis for the data processing is Art. 6 Abs. 1 S. 1 lit. a GDPR. 

1.4 Use of cookies 

We use cookies, in order to provide you an optimal website-experience. 
These are small text files, which are stored on your computer. This portal 
exclusively uses technically required cookies. These cookies are required, so 
that you are navigated through the pages and can use significant functions. 
It enables basic functions.  

Company Purpose Validity 

Order 
processor 

Status of settings for pop-up-windows 
As the pop-up-window is required for using the 
portal, the corresponding setting in your browser 
is checked and information regarding this is 
displayed, if required. 

30 days 

Order 
processor 

For conducting the session, without having to 
login again 

Session 

Order 
processor 

Status of table layout (columns expanded or 
compressed) 
Stores the settings, in order to be able to show you 
the same layout in all the tables  

7 days 

 
Legal basis for these cookies is Art 6 Abs 1 S. 1 lit. b GDPR. 

2. Who is responsible for the data processing? Who is my contact 
person at Deutsche Telekom MMS GmbH, if I have questions 
regarding data protection? 

Deutsche Telekom MMS GmbH, Riesaer Straße 5, 01129 Dresden is the 
data owner. Our data protection officer is Mr. Dr. Claus D. Ulmer, Friedrich-
Ebert-Allee 140, 53113 Bonn.  In case of questions as well as asserting 
your rights as concerned person, please  get in touch with us at: mms-
datenschutz@t-systems.com.  

2.1 Which rights do I have? 

You have the right,   

a) to request information regarding categories of processed data, 
processing purposes, possible recipients of data, the planned storage 
period (Art. 15 GDPR);   

b) to request the authorization or addition of unauthorized or incomplete 
data (Art. 16 GDPR);   

c) to revoke the given consent at any time with future effect (Art. 7 Abs. 3 
GDPR);  

d) to contradict a data processing, which should be done on the basis of 
legitimate interest, for reasons, which result from your special situation 
(Art 21 Abs. 1 GDPR);   

e) to request deletion of data in specific cases within the framework of Art. 
17 GDPR - particularly if the data is no longer required for the intended 
purpose or processed illegally or you have revoked your consent according 
to above mentioned point (c) or declared contradiction according to 
above mentioned point (d). The deletion results in deactivation of your 
account. An access to your transaction data is no longer possible from this 
moment. The deletion of your personal data can be requested within the 
portal for the support address mentioned there. Please note that the 
integrity of log files of application remains unchanged even after deleting 
your personal data from the applications. These log files include business-
critical transaction data, which serve as a basis for revision purposes. 

f) to request the restriction of data under certain conditions, if a deletion is 
no longer possible or the obligation to delete is disputed (Art. 18 GDPR)  

g) on data portability i.e., you can receive your data provided to us, in a 
common machine-readable format such as CSV and transfer to other, if 
required (Art. 20 GDPR;)     

h) to lodge a complaint about the data processing to the responsible 
supervisory authority (Art. 77 GDPR). 

2.2 To whom and under which conditions Deutsche Telekom MMS 
GmbH forwards my data? 
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 To order processor, i.e. companies, which we commission in the 
legally provided framework with the processing of data, Art. 28 
GDPR (service provider, agents). Furthermore, Deutsche 
Telekom MMS GmbH is also responsible in this case for the 
protection of your data.      

 On the basis of legal obligation: In specific cases, we are legally 
obligated to transfer the specific data to the requesting public 
authority.   

2.3 Where is my data processed? 

Your data is basically processed in Germany and in foreign countries 
within Europe. Your data is rarely processed in countries outside European 
Union (in so-called third countries) if you have expressly agreed to this or it 
is required for our service provision or it is legally provided (Art. 49 GDPR). 
Furthermore, your data is processed in third countries only if using specific 
measures, it is ensured that an appropriate data protection level is 
available for this (e.g. adequacy decision of EU-commission or suitable 
guarantees, Art. 44ff. GDPR).  

 
Status of data protection information: 28.03.2023 

You can access the data protection information at any time under “Terms 
& Conditions” in your account. 

 

 

 


